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Warszawa, 14.01.2026

Stanowisko Komisji BCC ds. Innowacji i Nowych Technologii
w sprawie odroczenia terminu wdrożenia Krajowego Systemu e-Faktur (KSeF)
Komisja BCC ds. Innowacji i Nowych Technologii, analizując aktualną sytuację gospodarczą oraz uwarunkowania geopolityczne i technologiczne, wyraża poważne zaniepokojenie planowanym terminem wdrożenia Krajowego Systemu e-Faktur (KSeF).
W obecnych realiach Polska funkcjonuje w warunkach podwyższonej niestabilności międzynarodowej, wynikającej m.in. z trwających działań wojennych za wschodnią granicą kraju. Sytuacja ta przekłada się bezpośrednio na wzrost ryzyka w obszarze cyberbezpieczeństwa, w tym zagrożeń o charakterze systemowym, które mogą dotknąć infrastrukturę krytyczną państwa oraz kluczowe systemy informatyczne obsługujące przedsiębiorców.
1. Wrażliwość danych przetwarzanych w KSeF oraz ryzyka dla bezpieczeństwa gospodarczego i państwa 
Komisja zwraca uwagę, że dane przetwarzane w ramach Krajowego Systemu e-Faktur nie ograniczają się wyłącznie do informacji stanowiących tajemnicę przedsiębiorstw w rozumieniu przepisów prawa cywilnego i handlowego. W praktyce system KSeF obejmuje również dane o charakterze szczególnie wrażliwym, które ze względu na swój zakres i kontekst mogą podlegać ochronie z uwagi na bezpieczeństwo państwa. 
Zakres przetwarzanych danych obejmujący m.in.:
· katalog sprzedawanych produktów i usług,
· ceny, rabaty, warunki handlowe i wolumeny,
· adresy i dane identyfikujące podmioty,
· a także relacje handlowe i mapę kontrahentów (sieci dostaw i odbiorców).
dotyczący w szczególności faktur dokumentujących zamówienia na towary i usługi realizowane na rzecz:
· Sił Zbrojnych Rzeczypospolitej Polskiej,
· agencji rządowych i służb państwowych,
· podmiotów realizujących zadania z zakresu infrastruktury krytycznej,
· dostaw strategicznych, w tym sprzętu, oprogramowania, usług logistycznych oraz usług o znaczeniu obronnym i bezpieczeństwa.
może ujawniać informacje dotyczące zakresu, skali, częstotliwości oraz struktury zamówień, a także relacji pomiędzy podmiotami zaangażowanymi w realizację zadań państwowych. Centralizacja takich danych w jednym systemie informatycznym znacząco podnosi ich atrakcyjność jako celu potencjalnych ataków cybernetycznych, działań wywiadowczych lub sabotażowych.
Komisja podkreśla, że ewentualne nieuprawnione ujawnienie lub analiza tego typu danych może prowadzić nie tylko do szkód gospodarczych po stronie przedsiębiorców, lecz również do zagrożeń o charakterze strategicznym, wpływających na bezpieczeństwo i stabilność państwa.
0. Niejasność zasad dostępu, brak spójnych procedur oraz ryzyka systemowe związane z bezpieczeństwem KSeF
Komisja wyraża istotne zaniepokojenie brakiem pełnej przejrzystości w zakresie zasad dostępu do danych przetwarzanych w KSeF, zarówno po stronie administracji publicznej, jak i podmiotów trzecich, w tym dostawców technologicznych oraz firm integrujących swoje systemy z KSeF.
W szczególności nie jest obecnie jasne:
· jakie role i uprawnienia przysługują poszczególnym kategoriom użytkowników mających dostęp do danych,
· w jaki sposób realizowany jest dostęp pracowników administracji oraz osób trzecich do danych fakturowych,
· jakie procedury obowiązują w zakresie eksportu danych, ich przetwarzania, archiwizacji oraz integracji z innymi systemami informatycznymi.
Brak jednoznacznie określonych, publicznie znanych i podlegających rewizjom procedur w tym zakresie generuje istotne ryzyko nieuprawnionego dostępu, nadużyć oraz wycieków danych, obejmujących zarówno tajemnice handlowe przedsiębiorców, jak i informacje wrażliwe z punktu widzenia interesów państwa.
Dodatkowo Komisja zwraca uwagę na brak informacji dotyczących:
· systemowych programów szkoleń oraz podnoszenia świadomości cyberbezpieczeństwa wśród pracowników mających dostęp do danych w KSeF,
· standardów weryfikacji kompetencji i odpowiedzialności osób przetwarzających te dane.
Nie przygotowanie organizacyjne i niedostateczna świadomość zagrożeń po stronie personelu znacząco zwiększają podatność systemu na ataki socjotechniczne, sabotaż wewnętrzny oraz działania hybrydowe.
Komisja wskazuje również na brak jasno określonych i obowiązkowych wymogów bezpieczeństwa dla podmiotów integrujących swoje systemy z KSeF. Firmy te, jako element łańcucha przetwarzania danych, mogą stanowić najsłabsze ogniwo całego ekosystemu i potencjalne źródło incydentów bezpieczeństwa, prowadzących do masowych naruszeń poufności danych, za które konsekwencję będą ponoszone przez polskie podmioty biznesowe. 


0. Ryzyka systemowe i dotychczasowe doświadczenia z gotowością i bezpieczeństwem
Komisja podkreśla, że administracja publiczna sama wskazywała w przeszłości na konieczność przesuwania terminów wdrożenia KSeF, m.in. z uwagi na występowanie błędów krytycznych oraz potrzebę uporządkowania procesu wdrożeniowego i konsultacji z rynkiem.
Okoliczności te potwierdzają, że przy tak scentralizowanym rozwiązaniu priorytetem powinna być pełna odporność systemu oraz zapewnienie odpowiedniego poziomu dojrzałości organizacyjnej i technologicznej po stronie przedsiębiorców.
0. Głos interesariuszy – apel o ostrożność i rozłożenie zmian w czasie
Komisja zwraca uwagę, że analogiczne obawy dotyczące wpływu KSeF na warunki prowadzenia działalności gospodarczej były publicznie sygnalizowane przez instytucje reprezentujące interesy przedsiębiorców. Przykładowo, Rzecznik Małych i Średnich Przedsiębiorców apelował o podejście ograniczające negatywne skutki regulacyjne oraz uwzględniające realne obciążenia wdrożeniowe po stronie firm.
0. Kontekst międzynarodowy – doświadczenia państw Unii Europejskiej
Analiza praktyk stosowanych w państwach Unii Europejskiej wskazuje, że pełna centralizacja fakturowania w modelu zbliżonym do KSeF stanowi wyjątek, a nie standard.
Jedynym państwem członkowskim UE, w którym obowiązkowy, centralny system e-fakturowania został w pełni wdrożony na szeroką skalę, są Włochy. System ten był wprowadzany etapami przez wiele lat, w warunkach stabilności geopolitycznej, a jego wdrożenie wiązało się z licznymi korektami, okresami przejściowymi oraz dostosowaniami po stronie administracji i przedsiębiorców.
Pozostałe państwa UE stosują modele zdecentralizowane lub hybrydowe. Przykładowo:
· Francja zdecydowała się na model platform certyfikowanych (PDP) oraz państwowego portalu raportowego, przy czym obowiązek powszechny został odłożony do lat 2026–2027, z długim okresem przejściowym;
· Niemcy wprowadziły obowiązek odbioru e-faktur od 2025 r., natomiast obowiązek ich wystawiania został rozłożony etapowo aż do lat 2027–2028;
· Belgia, kraje skandynawskie oraz Holandia stosują zdecentralizowany model oparty o standard Peppol, bez centralnego gromadzenia pełnych danych handlowych przez państwo.
Jednocześnie pakiet legislacyjny UE „VAT in the Digital Age” (ViDA) przewiduje obowiązek stosowania ustrukturyzowanych e-faktur dopiero od 2030 r., pozostawiając państwom członkowskim swobodę co do modelu technicznego i harmonogramu wdrożenia.
Powyższe przykłady jednoznacznie wskazują, że państwa UE zapewniają przedsiębiorcom wieloletnie okresy przygotowawcze oraz wdrażają tego typu rozwiązania w warunkach stabilności gospodarczej i politycznej.
Postulat Komisji
Mając na uwadze powyższe argumenty, Komisja BCC ds. Innowacji i Nowych Technologii postuluje:
1. odroczenie obowiązkowego wdrożenia KSeF co najmniej do czasu istotnej stabilizacji sytuacji geopolitycznej w regionie;
2. przeprowadzenie pogłębionej analizy ryzyk cyberbezpieczeństwa, ze szczególnym uwzględnieniem skutków potencjalnego ujawnienia danych handlowych;
3. utrzymanie i rozwijanie trybu pilotażowego oraz dobrowolnego;
4. opublikowanie mierzalnych kryteriów dotyczących bezpieczeństwa informacji dla podmiotów świadczących usługi integracyjne z KSEF;
5. opublikowanie mierzalnych kryteriów gotowości systemu i rynku, warunkujących wejście w obowiązek powszechny.
Komisja deklaruje gotowość do dalszej współpracy eksperckiej w celu wypracowania bezpiecznego i odpowiedzialnego harmonogramu wdrożenia KSeF.

Sporządzili:
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